RECENT DEVELOPMENTS

One of the most frequent questions employers will be asking immigration attorneys is, “Should I be using E-Verify?” E-Verify is a free, mostly voluntary, web-based tool that allows employers to electronically verify the employment authorization of new hires. Just as Apple developed iTunes and created a technological solution to the legal problem of rampant online music sharing, E-Verify is seen as the silver bullet to combat the widespread document fraud that enables the employment of undocumented workers. By October of 2014, E-Verify had reached a significant milestone, with more than 520,000 employers enrolled in the program. According to the U.S. Department of Homeland Security (DHS), E-Verify is used to verify one out of every eight new hires nationally with 98.8 percent of employees checked through E-Verify in fiscal year 2013 automatically confirmed as authorized, usually within seconds.

Recent immigration reform proposals at the federal level have included provisions that would make E-Verify mandatory for all U.S. employers. Critics however have focused on its inaccuracies. According to a 2009 DHS commissioned report by Westat, while the inaccuracy rate for authorized workers was found to be less than 1 percent, the rate of false positives for unauthorized workers was found to be 54 percent, primarily due to identity fraud. In addition, the study found that legal foreign born workers are 30 times more likely to receive a tentative non-confirmation (TNC) than U.S. born workers. In 2012, Westat provided additional E-Verify accuracy statistics, finding that 6 percent of Final Non-Confirmation (FMC) results for fiscal year 2009 were inaccurately issued to workers who were in fact authorized to work in the U.S. As E-Verify currently exists, employment authorized workers who have been wrongly categorized have no administrative or judicial appeals process.

Despite the concern and advocacy of AILA attorneys across the country, numerous states have passed laws mandating E-Verify use for some employers, often for public employers or private employers who have state contracts. Some states, including Alabama, Arizona, Georgia, Louisiana, Mississippi, North Carolina, South Carolina, Tennessee and Utah, mandate the use of E-Verify by private employers who are not state contractors. On May 27, 2011, Arizona’s worksite enforcement law making E-Verify mandatory for all employers was upheld by the U.S. Supreme Court. In February 2010, Oklahoma’s House Bill (HB) 1804 making E-Verify mandatory for state contractors was upheld by the U.S. Court of Appeals for the Tenth Circuit. In March 2009, a federal court invalidated an Illinois statute prohibiting employers from using E-Verify on the basis of the Supremacy Clause. In short, legal and constitutional opposition to E-Verify implementation has floundered.

The federal government has also attempted to increase employer E-Verify participation through incentives and mandates. In April 2008, the U.S. Citizenship and Immigration Services (USCIS) began offering an addi-
tional 17 months of optional practical training (OPT) work authorization status for STEM (science, technology, engineering, mathematics) graduates, if the employer agrees to register for E-Verify. The DHS regulation mandating some federal contractors to use E-Verify went into effect on September 8, 2009.

Over the past several years, USCIS has implemented upgrades and changes to the E-Verify system. For example, in 2010, USCIS began a photo matching requirement in which employers participating in E-Verify must compare the photo from U.S. passports presented during the I-9 process with the government's digitally stored photos online. In the E-Verify system, photo matching is activated automatically if an employee has presented his or her Form I-9 an I-551 (Permanent Resident Card), a Form I-766, (Employment Authorization Document), or a U.S. passport or passport card. If no photo is available, E-Verify will automatically skip photo matching, or "No Photo on this Document" may display in place of a photo. In 2011, USCIS launched its self-check process which allows individuals to conduct their own E-Verify check to see whether the system shows them as authorized to work in the U.S. The self-check feature is offered in English and Spanish and by 2012, was available for workers in all 50 states, plus Washington D.C. and U.S. territories. In early 2013, USCIS launched its E-Verify Employers Search Tool which lists employers enrolled by E-Verify in each state. In late 2013, USCIS announced an enhancement that will lock out any social security number (SSN) believed to have been misused. This feature is designed to help combat identity fraud where multiple unauthorized individuals use the same SSN to gain authorization to work in this country.

The Obama Administration has replaced well-publicized worksite raids with mass I-9 audits. After the first major ICE worksite enforcement raid of the new administration, the White House stated that “these raids are not a long-term solution.” The DHS Secretary at that time, Janet Napolitano, said that she intended to focus more on prosecuting criminal cases of wrongdoing by companies, but analysts think “ICE may conduct fewer raids, focusing routine enforcement on civil infractions of worker eligibility verification rules.” This policy shift was echoed by Marcy M. Forman, Director, ICE Office of Investigations, who stated, “[W]e expect that the increased use of the administrative fines process will result in meaningful penalties for those who engage in the employment of unauthorized workers.” According to the ICE “worksite enforcement strategy,” I-9 audits became the “most important administrative tool” within worksite enforcement. Mass I-9 audits are now becoming as regular as dental checkups. To assist with the growing number of audits, ICE announced the creation of an employment compliance inspection center in Crystal City, Virginia with 15 auditors that support field office auditors.

Since January 2009, ICE has audited nearly 9,000 employers, debarred 917 companies and individuals and imposed more than $101 million in financial sanctions. Almost half of the 430 audits conducted between July 1, 2009, and January 31, 2010, were of companies with fewer than 25 employees. Out of the 86,000 I-9s reviewed nationwide, ICE found 22,000 “suspect” documents. In fiscal year 2013, ICE conducted more than 3,000 inspections and issued 637 final fine notices totaling more than $15.8 million. On October 30, 2013, ICE issued its largest I-9 penalty ever, resulting in Infosys Ltd. agreeing to pay $34 million in total penalties due to substantive errors in more than 80 percent of its I-9 forms.

State law enforcement has also become active in worksite enforcement. South Carolina’s Office of Immigrant Worker Compliance employs 23 auditors to investigate and fine employers. In its first year of opera-
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tion, auditors investigated 1,850 businesses and warned or fined 175 businesses. That office fined Kent companies, a concrete company, $850 for failing to E-Verify a new hire working on a school construction site.

In the coming year, the pace of audits and criminal investigations is expected to continue to grow in frequency from both federal and state agencies.

THE SWIFT RAID

Swift & Company has become synonymous with worksite enforcement and E-Verify. As one of the first employers to voluntarily sign up for E-Verify, the Swift case illustrates an employer that has been forced to walk a tightrope between compliance and discrimination. On December 12, 2006, ICE conducted one of its largest raids in history by arresting 1,282 workers at six meat processing plants across the Midwest. In February 2006, ICE began investigating Swift when immigrants who were being processed for removal confessed to identity theft and working at the Iowa Swift plant. ICE also had received anonymous calls through its hotline and referrals from local police. Due to the arrests, Swift lost 40 percent of its labor force and temporarily suspended operations at all six of its plants. The raid on the second largest meat packing company in the world was part of an increased effort by ICE to target undocumented workers in low-wage industries including restaurants, construction, and retail.

A casual observer might ask how Swift could not have suspected that much of its labor force was undocumented. In fact, fearful of being penalized for hiring undocumented workers, Swift had intensely scrutinized the documents of its workers, so much so that in 2001, it was forced to pay a $200,000 settlement to the U.S. Department of Justice (DOJ) Office of Special Counsel for Immigration-Related Unfair Employment Practices (OSC) for excessively scrutinizing documents of individuals who looked or sounded “foreign.” Federal immigration laws prohibit employers from considering foreign appearance, accents, or national origin in their hiring practices. Employers are caught between two federal agencies with opposing interests: ensuring that all workers are authorized for employment and protecting those who are lawfully able to work from discrimination.

EMPLOYER RESPONSIBILITIES UNDER IRCA

The I-9 Form

The Immigration Reform and Control Act of 1986 (IRCA) requires employers to fill out an I-9 form, for all employees hired since November 6, 1986, regardless of their immigration status. The purpose of the I-9 is to verify the identity and employment authorization of workers. The form consists of three sections. In the first section, the employee attests, under penalty of perjury, that he or she is a citizen, lawful permanent resident, or foreign national authorized to work temporarily. Section 1 must be completed at the time of hire. In the second portion, employers are required to record that they have examined original documents from a specified list verifying the employee’s identity and eligibility to work. The I-9 is not submitted to ICE; instead, the employer must keep the form on file for three years from the date of hire or one year after the last day of work, whichever is later. The I-9 may be stored in its original form, microfilm, microfiche, or
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electronically. The only exceptions to an employer’s I-9 obligation are for independent contractors and sporadic domestic workers. Employers are not required to complete an I-9 for independent contractors, but remain liable if they know that contractors are using unauthorized noncitizens to perform labor or services. In 2010, the Internal Revenue Service (IRS) and U.S. Department of Labor (DOL) conducted audits of 6,000 companies to identify improper “independent contractor” classifications. These audits are likely to bring additional scrutiny into the employment authorization of independent contractors, especially those who are misclassified.

**Changes to the I-9 Form**

In 2013, USCIS released a new and revised version of the Form I-9 which employers were required to use beginning May 8, 2013. Significant changes to the I-9 include: (1) additional data fields to collect the employee’s telephone number, e-mail address and foreign passport information (if applicable); and (2) a request for a foreign passport number and the country of issuance for workers under temporary work authorization status, such as those on a H-2B, H-1B, L-1 or TN visa. The revised form is now two pages instead of one (in addition to the instructions and the list of acceptable documents). Through the new form, USCIS also advises employers not to accept restricted Social Security cards and that an I-94 must be unexpired with the proposed temporary employment not to conflict with any restrictions on the I-94. USCIS has updated its website to show an example of an electronic I-94 printout. USCIS has also clarified that an I-797 approval notice for a Form I-765 employment authorization application is not an acceptable document for Form I-9 purposes.

The 2013 I-9 revisions followed a new M-274 that was released on January 12, 2011, which highlighted additional issues:

- An H-1B employee’s Form I-94 issued for employment with the previous employer along with his or her foreign passport, would qualify as a List A document. You should write “AC21” and record the date you submitted Form I-129 to USCIS in the margin of Form I-9 next to Section 2.
- When seeking employment under the H-1B 240-day rule, employers are advised to keep: (1) a copy of the new Form I-129; (2) proof of payment for filing a new Form I-129; and (3) evidence that the employer mailed the new Form I-129 to USCIS.
- You may not begin the Form I-9 process until you offer an individual a job and he or she accepts your offer.

**“Knowing” an Employee is Not Work Authorized**

In addition to the affirmative employment verification required through the I-9, employers must also terminate employment at the point that they acquire knowledge that an employee is not authorized to work. IRCA prohibits any person or entity from knowingly hiring or continuing to employ an unauthorized worker. “Knowledge may be either actual (employer knew) or constructive (employer should have known).” Constructive knowledge is defined as knowledge that may fairly be inferred through notice of certain facts and circumstances that would lead a person, through the exercise of reasonable care, to know about a certain condition. A non-exhaustive list of conditions that would establish a rebuttable presumption of constructive knowledge include employers who: (1) fail to complete or improperly complete the I-9 form; (2) have information that would indicate that the foreign national is not authorized to work; or (3) act with reckless and wanton disregard for the legal consequences of permitting another individual to introduce an unauthorized foreign national into the workforce.

Initially, courts interpreted the doctrine of constructive knowledge fairly narrowly. Constructive knowledge was specifically found where employers ignored notices from legacy Immigration and Naturaliza-
tion Service (INS) stating that certain employees were not authorized to work. 28 The U.S. Court of Appeals for the Ninth Circuit overruled an administrative law judge’s (ALJ) finding of constructive knowledge where the employer had failed to notice that the employee’s name was misspelled on his social security card and a lack of lamination of the social security card. 29 The court disagreed with legacy INS’s argument that constructive knowledge should be found where the employer failed to notice the delay in presentation of a social security card, the lamination of the card, the misspelling of “Rodriguez” as “Rodriquez” on the card, the lack of any reference to the United States on the card, and the use of two family names on Rodriguez’s California driver’s license but not on the card. In that case, the Ninth Circuit noted that “to preserve Congress’ intent … the doctrine of constructive knowledge must be sparingly applied.” 30 More recent cases have broadened the interpretation of constructive knowledge to include instances where an employer is in possession of an I-9, which indicated the noncitizen was out of status, but failed to re-verify. 31

Constructive knowledge arising from “reckless and wanton disregard” may have originally been intended for employers who accept employees through recruiters, but this section has been interpreted to include employers who recklessly entrust incompetent employees with hiring or I-9 compliance. 32 This is because whoever completes Section 2 of the I-9 does so on behalf of the employer and any knowledge acquired by the agent may be imputed to the employer, regardless of the agent’s actual authority to hire. 33

**The Obligation to Re-verify**

Knowledge acquired by the employer after the initial hire may trigger an obligation to re-verify the I-9 documents. The obligation to re-verify is triggered when: (1) the temporary employment authorization expires; or (2) the employee presents a receipt for the application of an acceptable I-9 document. 34

Re-verification procedures should mirror initial I-9 procedures. The employee may choose which documents to present. An employer should not specify which documents, nor should it specify that the document provided must be a USCIS document. If any changes are made to the I-9, the employee should initial and date the updated information. When re-verifying, employers should use the new I-9 forms as revised in 2013.

**Good Faith Defense**

If an employer has employed an undocumented worker, good faith compliance with I-9 procedures provides a “narrow but complete defense.” 35 A person or entity that has complied in good faith with the requirements of employment verification has established an affirmative defense against unlawful hiring. 36 Completion of the I-9 form raises a rebuttable presumption that the employer has not knowingly hired an unauthorized noncitizen, but the government may rebut the presumption by offering proof that the documents did not appear genuine on their face, the verification was pretextual, or that the employer colluded with the employee in falsifying the documents. 37 The good faith defense does not apply for employers who fail to make corrections on the I-9 after being given 10-days notice or employers who have a pattern and practice of hiring undocumented workers. 38 Therefore, setting proper policies and training employees who administer I-9 documents is critical to demonstrating good faith compliance.
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Social Security No-Match Letters

In April 2006, seven managers of IFCO Systems (the largest pallet services company in the country) were arrested on criminal charges for failing to terminate workers after being repeatedly notified that more than half of its 5,000 employees had invalid or mismatched social security numbers. Nearly 1,200 illegal workers were rounded up in raids on IFCO’s U.S. facilities. Employers must be aware of how their companies respond to no-match letters, because ICE has informally stated that it considers the percentage of employees who have received a social security no-match and the employer’s failure to respond to the letter as a factor in demonstrating lack of good faith compliance.

When Are They Issued?

In 2007, the U.S. Social Security Administration (SSA) refrained from sending letters to employers due to the DHS no-match regulation litigation but continued to send out notices to employees. In April 2011, however, the SSA began sending no-match letters to employers again. Social security no-match letters are issued when the employee name and social security number (SSN) provided on the W-2 form conflicts with SSA records. Out of the 245 million W-2 forms submitted, 10 percent of those forms contain non-matching SSNs. In prior years, 140,000 letters were sent to employers who had more than 10 employees with non-matching data and where the non-matching data constituted at least half of one percent of their employees. As a side note, taxed wages that cannot be doled out to individuals due to no-matches are sent to the SSA earnings suspense file, which now totals $586 billion. The SSA also issued nine million letters to employees reminding them that correcting the information is in their best interest.

Many reasons can contribute to a no-match letter being generated, such as input errors by either the SSA or the employer, hyphenated or misspelled names, an unreported name change or identity theft. The SSA expects the employer to check typos and talk with employees about any discrepancies without demanding a social security card. If the discrepancy is unresolved, the employee should be advised to check with their local SSA office. The IRS may penalize employers $50 for each W-2 filed with an incorrect SSN. Employers will only face fines if they fail to respond to IRS notices that employee SSN information is incorrect, and not social security no-match letters.

Decentralized Correspondence (DECOR) notices from the SSA to employers that attempt to obtain a correct SSN and name have been suspended since August 2011, and those sent directly to employees or for self-employed individuals were suspended in January 2013.

How Is Information Shared Between SSA and ICE?

While there has been significant debate concerning information-sharing between SSA and ICE, currently the database of no-match employers is not used to target specific employers. In 1998 and 1999, legacy INS attempted to use SSA work records to identify unauthorized noncitizens in Operation Vanguard. After significant criticism from workers, farmers, and industry leaders, SSA limited the agency’s ability to check employee records to instances where legacy INS had “reasonable cause to believe that a worker is unauthorized.”

Under IRS Ruling 6103, SSA and IRS are not permitted to share information with other agencies. Tax returns and return information are confidential and may not be disclosed by IRS and others having access to the information, with certain specific exceptions, because the confidentiality of tax data is considered crucial to voluntary compliance. ICE may receive the social security no-match data from the SSA Office of Special
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Counsel when there is an ongoing ICE criminal investigation, but it is not used to select employers to target for I-9 audits or investigations.

**The Rescinded Social Security No-Match Regulation**

On August 15, 2007, DHS issued a controversial final regulation on how employers should respond to a social security no-match letter. The regulation described “safe-harbor” procedures employers can follow after receiving a letter to avoid a constructive knowledge finding. It also effectively broadened constructive knowledge to include when the employer fails to take reasonable steps in response to: (1) a social security no-match letter; or (2) written notice from DHS that the employment authorization document (EAD) submitted for I-9 purposes does not match DHS records.

After a legal challenge by the AFL-CIO and the ACLU and a two-year delay in implementation, the Obama Administration rescinded the safe-harbor regulation effective November 6, 2009. The rationale for the rescission was to focus resources on tools such as E-Verify which are universally available, as opposed to reactive no-match letters which are issued only to a limited number of employers.

There has been some disagreement as to whether this expands an employer’s existing obligations. The DHS view of current obligations finds support in *Mester Mfg. Co. v. INS*, a Ninth Circuit case where an employer was found to have constructive knowledge after receiving notice that three noncitizens were suspected of green card fraud. In *Mester*, the Ninth Circuit held that the employer must terminate an unauthorized employee within a “reasonable” time period. The determination of what constitutes a reasonable time period includes factors such as “the certainty of the information provided,” and the steps taken by the employer to confirm it. Ultimately, a two-week delay in firing an undocumented worker after an employer received a notice of intent to fine from legacy INS was found to constitute continued employment of an undocumented worker.

The rescission of the no-match regulation may leave both employers and immigration attorneys questioning how to resolve discrepancies to avoid a finding of constructive knowledge. Interestingly, DHS takes the view that they have provided sufficient guidance in responding to discrepancies. While the DHS safe-harbor regulations have been rescinded, those regulations may be useful to employers seeking guidance when encountering situations which might constitute constructive notice.

If employers receive credible information regarding the false status of an individual employee (*i.e.*, notice from commercial background check companies, health care providers, and state governments), employers may want to treat it similar to a no-match letter. U.S. Department of Justice OSC warns employers to treat no-match notices from third parties with caution. “In responding to a no-match letter from a source other than SSA, an employer should, at a minimum, follow the same policies, procedures, and timelines as it does for SSA no-match letters."51

**Claims of Discrimination on the Basis of National Origin or Citizenship**

In verifying employment authorization, employers with more than three employees may not discriminate on the basis of national origin or citizenship status except against unauthorized noncitizens. The anti-discrimination provisions act to limit overzealous employers from excluding lawful workers who appear foreign. Knowledge that an employee is unauthorized may not be inferred from an employee’s foreign appearance or accent. Discriminatory practices include copying identity documents for only certain employees, or
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scrutinizing documents more carefully for workers who look foreign. Pre-screening prospective employees through the I-9 process is also considered a discriminatory practice.

On September 30, 1996, the provisions regarding document abuse were amended to require the intent to discriminate. Document abuse involves the refusal to accept documents or the request for more or different documents. Employers also should avoid requesting specific documents, such as the applicant’s social security card. Any request for an applicant’s social security card should be made separately from the I-9 process. Where employers are found to have requested more or different documents than an employee chooses from List A or List B and C, they may be fined $110–$1,100 for each individual determined to have suffered such document abuse. Prior to the 1996 amendment, document abuse was treated as a strict liability offense. Since the amendment, employers who have rejected documents due to their lack of awareness of the receipt rule were not found to have intentionally discriminated. Lastly, the date of employment authorization expiration should not be considered in the hiring process as that could be deemed to discriminate on the basis of immigration status.

Because IRCA also prohibits discrimination in employment practices on the basis of citizenship or immigration status, employers must be aware of potential pitfalls in pre-hiring inquiries. The OSC maintains that employers may inquire in an interview or employment application whether an applicant is legally authorized to work in the United States. Depending on the response of the applicant, the employer may not be permitted to make further inquiries. If the applicant responds affirmatively, the interviewer should not inquire further. If the applicant responds in the negative, the employer can inquire into the person’s current immigration status. Because unauthorized workers are not protected from discrimination under IRCA, such pre-hiring questions pose minimal risk. If the applicant lacks employment authorization, the employer is allowed to ask whether the applicant now or in the future requires sponsorship for an employment visa, such as an H-1B. Pre-employment questions should focus on employment authorization rather than specific status as a citizen or permanent resident, as those questions could be later interpreted to have been the basis for discriminating on the basis of citizenship.

Claims of unlawful discrimination are handled through the OSC for employers with four to 14 workers or the Equal Employment Opportunity Commission (EEOC) for employers with 15 or more workers. Employers may be ordered to pay civil monetary penalties of $375–$3,200 per individual discriminated against for the first offense; $3,200–$6,500 per individual discriminated against for the second offense; and $4,300–$16,000 per individual for subsequent offenses. The variation in the fine imposed will be partly based on whether economic damage was done to the employee. It also should be noted that fines are discretionary, not mandatory.
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The employee or prospective employee must file charges with the OSC within 180 days of the alleged discrimination. The OSC will inform the employer of the charges within 10 days and begin an investigation. If OSC has not filed a complaint with an ALJ 120 days after receiving a charge of discrimination, the charging party may file a complaint with an ALJ within 90 days.

OSC issued an insightful report in November 2006.66 From 1997 to 2005, OSC secured $1,374,664 in back-pay for workers, as well as $1,578,865 in civil penalties from employers. In FY 2011, $725,120 in civil penalties had been collected. While those numbers include the $200,000 that Swift was forced to pay in 2001, it is a bit misleading to say that OSC has been aggressive in pursuing discrimination charges against employers.67 From 2003 to 2006, out of 1,038 investigations of employer discrimination, not a single case resulted in an ALJ order or fines.68 This is in large part due to a shift in attitude away from heavy-handed penalties to educating employers through the OSC hotline and encouraging settlements. Examples of recent OSC cases include the following: OSC settled with a Massachusetts staffing agency for $10,500 in civil penalties for requiring work-authorized non-U.S. citizens to produce specific documents that the staffing agency used in its E-Verify process that it did not require of similarly-situated U.S. citizens.69 OSC secured back pay in the amount of $8,640 where an employer unnecessarily attempted to re-verify employment eligibility after a worker’s green card expired.70 In another case, after a bakery improperly suspended a worker who received an E-Verify tentative non-confirmation, OSC intervened and ordered the worker reinstated with $4,104 in back pay.71 For fiscal year 2014, OSC entered into 10 formal settlement agreements that resulted in civil penalties totaling approximately $352,000.

In June 2013, Macy’s Department Store had agreed to settle an investigation into its re-verification procedures.72 The DOJ investigation found that Macy’s was re-verifying permanent resident employees whom it was not permitted to re-verify under the re-verification rules, resulting in possible discrimination under the anti-discrimination provisions of federal immigration law. Macy’s agreed to pay $275,000 in civil penalties and back pay to compensate individuals who were harmed by its re-verification practices. The settlement also required that Macy’s revise its I-9 practices, train its human resources personnel on immigration anti-discrimination laws, and be subjected to extensive monitoring and reporting requirements for two years.

In an effort to reduce employer misuse of E-Verify, OSC and USCIS have established a protocol for receiving complaints of employer misuse of E-Verify which exceeds OSC’s jurisdiction. Under the memorandum, USCIS will share data from the queries run through E-Verify with OSC to assist in identifying patterns of discrimination violations as well as in furthering individual claims of discrimination.

The Extent of Personal Liability

IRCA imposes liability on a “person or other entity” who knowingly hires undocumented workers. The U.S. Court of Appeals for the Eighth Circuit held that the “person or other entity” language of IRCA can impose joint liability on both the employer and the agent.73 An agent of a company will not escape personal liability when hiring undocumented workers simply because he or she is acting on behalf of the company and not in an individual capacity. In addition, in large companies, executives with control over hiring policies may arguably be held individually liable.
RECENT DEVELOPMENTS IN IRCA

Civil Fines and Criminal Prosecution

Employer compliance under IRCA has focused primarily on civil fines, and a maximum criminal penalty of six months and $3,000 fine for pattern and practice of unlawful hiring. 74 Penalties for I-9 paperwork violations can be a civil fine ranging from $110 to $1,100 per employee involved.75 Employers must be given 10 days to cure technical and procedural I-9 violations,76 and a five-year statute of limitations period applies to substantive I-9 errors.77 In February 2008, DHS Secretary Michael Chertoff announced a 25 percent increase in the civil fines for employing undocumented workers, the first increase since 1999.78 Violations occurring on or after March 27, 2008, are subject to a maximum fine of $16,000 rather than the previous maximum fine of $11,000.79 In setting the proposed fine, the government must weigh five statutory factors: (1) the size of the employer; (2) the good faith of the employer; (3) the seriousness of the violation; (4) any history of previous violations; and (5) any actual involvement of unauthorized noncitizens. The severity of the violation takes into account whether the forms simply contained errors, if important sections or attestations were incomplete, or if the requisite form and documents were retained at all.80 During the course of an I-9 audit, once a Notice of Intent to Fine (NIF) is issued, the employer has 30 days to either negotiate a settlement with ICE or request a hearing before the Office of the Chief Administrative Hearing Officer (OCAHO). If the employer takes no action, ICE will issue a final order. Because OCAHO has not issued precedent cases involving I-9 fines in recent years, there have been wide discrepancies in I-9 civil fine settlements. In an effort to bring greater predictability to the settlement process, the ICE Office of Investigations, Worksite Enforcement Unit published guidance on standard fine amounts.81
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In the late 1990s, legacy INS faced several obstacles in pursuing civil fines against companies. Often, the fine amounts were so low that employers considered them part of the cost of doing business, or corporate entities would simply fold, making it impossible to collect the fine. For instance, in 2002, legacy INS only collected $72,585 in administrative fines.\(^82\)

In 2006, the federal government shifted its focus from imposing civil penalties to criminal prosecution of employers who knowingly employ workers without work authorization.\(^83\) Through a combination of criminal fines, restitutions, and civil judgments, ICE claimed to have collected over $29 million from employers in just the first half of 2007.\(^84\) In 2008, of the 1,100 criminal arrests made during worksite enforcement operations, 135 were of managers, supervisors, and human resource managers. In the same year, ICE also made over 5,184 administrative arrests, mostly for identity theft.\(^85\) In 2011, ICE criminally arrested 221 employees accused of employment violations and debarred 115 individuals and 97 businesses.\(^86\)

ICE investigators have particularly focused on employers involved in human trafficking, smuggling, and harboring. It is a felony to knowingly: (1) bring an illegal noncitizen into the United States; (2) transport an illegal noncitizen in order to further their unlawful presence; (3) conceal, harbor, or shield an illegal noncitizen from detection; or (4) encourage or induce a noncitizen to illegally enter the country.\(^87\) Congress amended the statute to eliminate the prior express exclusion of employers in the harboring statute.\(^88\) While several courts have found that unauthorized employment alone is insufficient for a harboring conviction, additional
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\(^{83}\) Statement from J. Myers, Assistant Secretary of DHS and Head of ICE. “The most effective way [to enforce worksite regulations] is to bolster our criminal investigations against employers hiring illegal immigrants. For many employers, fines have become just another “cost of doing business.” More robust criminal cases against unprincipled employers are a much more effective deterrent than fines.” USA Today (Apr. 25, 2006).


\(^{86}\) Guardian LawLogic Newsletter, Nov. 19, 2013.

\(^{87}\) INA §274(a).

\(^{88}\) Id.
acts, such as facilitating a change in identity, willfully misrepresenting facts on the I-9,\textsuperscript{89} assisting with the procurement of false documents, providing housing, and warning noncitizens about impending inspections constitute harboring.\textsuperscript{90} If harboring was “done for the purpose of commercial advantage or private financial gain,” the maximum prison term is 10 years.\textsuperscript{91} Employers who pay noncitizens low wages and fail to withhold taxes have been subject to the higher prison term.\textsuperscript{92}
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If an employer is not convicted of harboring, another provision specifically addresses employers. Any person who during any 12-month period knowingly hires for employment at least 10 individuals, with actual knowledge that the individuals are unauthorized foreign nationals, shall be fined, imprisoned for not more than five years, or both.\textsuperscript{93}

**Emerging Issues with Electronic Storage**

On October 30, 2004, Congress passed legislation giving employers the option of completing the I-9 form electronically.\textsuperscript{94} On June 15, 2006, DHS issued regulations giving employers guidance on how I-9 forms may be written and stored electronically. DHS issued the final regulation regarding electronic signature and storage effective August 23, 2010, four years after the interim final rule was released.\textsuperscript{95}

The standards for electronic retention are fairly flexible and technology neutral.\textsuperscript{96} Any system employed must include an audit trail, or timestamp whenever any I-9 is altered.\textsuperscript{97} Other requirements include backup and recovery of records to protect against information loss and a retrieval system that allows searching based on fields.

\textsuperscript{89} United States v. Kim, 193 F.3d 567 (2d Cir. 1999).
\textsuperscript{90} Id.
\textsuperscript{91} INA §274(a)(1)(B)(i).
\textsuperscript{92} United States v. Zheng, 306 F.3d 1080 (11th Cir. 2002).
\textsuperscript{93} INA §274(a)(3)(A).
\textsuperscript{94} Electronic Signature and Storage of Form I-9, Employment Eligibility Verification, 71 Fed. Reg. 34510 (June 15, 2006) (to be codified at 8 CFR §274a.2).
\textsuperscript{95} 75 Fed. Reg. 42575 (June 22, 2010)
\textsuperscript{96} Id.
\textsuperscript{97} 8 CFR §274a.2(e)(8).
The program must be able to attach an electronic signature to the completed I-9 at the time of the creation of the record, create and preserve a record certifying the identity of the person producing the signature, and provide a printed confirmation of the I-9 to the employee if the employee requests a hardcopy. If the electronic signature does not meet the requirements stated, the I-9 will be considered improperly completed in violation of INA §274(a)(1)(B).

Numerous vendors offer software or programs that electronically complete and store I-9s. They may soon have competition from USCIS, which is developing its own electronic I-9 that will populate E-Verify data fields. Electronic completion and storage offers the potential to catch employer mistakes (such as when an employee checks that he or she is a noncitizen temporarily authorized to work, but provides a permanent resident card). The electronic I-9 software can be integrated into an employer’s existing human resource software to streamline the hiring process and remove duplication. However, many of these vendors are technology companies operating without immigration counsel. While electronic storage creates the opportunity for a streamlined I-9 process and increased accuracy when fields are skipped or improperly entered, employers must take care in adhering to the regulatory standards when implementing electronic storage. ICE Homeland Security Investigations issued a memo on electronic I-9 audit trail requirements to remind auditors to verify that the software meets the regulatory requirements.

**Verifying Employment Authorization**

With widespread document fraud and the requirement that employers accept documents that reasonably appear genuine, employers are faced with difficult choices in challenging a worker’s employment authorization. Despite an employer’s best attempts at verifying documents, only the issuing agency will know for certain whether documents are genuine and match the individual. Due to these enormous challenges, Congress authorized a pilot verification system that would allow employers to ensure employment authorization.

**The E-Verify Program Today**

When the Immigration Reform and Immigrant Responsibility Act of 1996 (IIRAIRA) authorized DHS to create an online system to allow registered employers to quickly verify employment eligibility, the E-Verify program initially was available in only five states. However, since December 1, 2004, the program has been an option for employers nationwide. As of October 2014, about 520,000 employers nationwide use the E-Verify program, with almost 44,000 of those being federal contractors.

Because E-Verify is a voluntary program for non-federal contractors, participation is further evidence of good faith compliance with IRCA. Former DHS Secretary Michael Chertoff has stated that good faith participation in E-Verify will protect employers from civil and criminal penalties regarding the hiring of undocumented workers. DHS also asserts that use of E-Verify establishes a rebuttable presumption that the employer has not knowingly employed an unauthorized screened worker. Note that this rebuttable presumption may be similarly achieved through the proper completion of an I-9.
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98 8 CFR §274a.2(e), (g).
99 8 CFR §274a.2(h)(2).
102 The E-Verify Program Extension and Expansion Act of 2003, Pub. L. No. 108-456, expanded the program from the initial five states to all 50 states and required implementation no later than December 1, 2004.
103 Q&As from AILA Joint Meeting with USCIS Verification and ICE HSI (11/6/14), AILA Doc. No. 14120504.
104 “A rebuttable presumption is established by §402(b) of IIRAIRA that the employer has not violated §274A(a)(1)(A) of the INA with respect to the hiring of any individual if it obtains confirmation of the identity and employment eligibility of the individual in compliance with the terms and conditions of E-Verify.” E-Verify Memorandum of Understanding, www.uscis.gov/files/native documents/MOU.pdf.
105 Press Release, DHS Secretary Michael Chertoff (Dec. 13, 2006) (“As a consequence of participating in E-Verify, if you participate in that in good faith, then you are not going to be charged criminally or be held civilly liable.”).
Using E-Verify

In order to participate in E-Verify, an employer must sign a Memorandum of Understanding (MOU). USCIS released revised versions of the MOU in December 2013. Under the MOU terms, the employer must verify all new hires within the enrolled hiring site. E-Verify cannot be used on prospective employees, employees who need to be re-verified, or existing employees. Employers who participate in E-Verify must still complete the I-9 and must only accept List B documents that contain a photograph. Employers must submit the employee’s information to E-Verify within three days of the employee’s hire date. The submission of information may only be done online; there are no phone or fax alternatives. An employer may also choose to authorize a third party to process its employees through E-Verify.

Once the new hire’s information has been submitted, most employers receive verification within seconds. While USCIS administers E-Verify, both SSA and DHS provide their databases to process the queries. If the new hire is a citizen, the name and SSN will be submitted to SSA and checked against more than 449 million SSA records. If the new hire is a noncitizen, then the name, SSN, and “A” number will be submitted to DHS and checked against 80 million DHS records. If neither SSA nor DHS can confirm work authorization within 24 hours, the employer receives a TNC.

During the TNC period, an employer may not terminate employment and should check the accuracy of the information for misspellings. If an employee does not contest or resolve the non-confirmation finding within eight work days, E-Verify issues a final non-confirmation notice and employers are required to either immediately terminate the employee or notify DHS that they continue to employ the worker. If the employee contests the tentative non-confirmation, the employer will refer the employee to either visit the local SSA office or call DHS. The employee has 10 days to resolve the issue with the local agency; otherwise, a final non-confirmation will be issued. If the employer continues to employ the worker after a final non-confirmation, a rebuttable presumption is created that the employer has knowingly employed an unauthorized foreign national. If the employer fails to notify DHS through E-Verify of the continued employment, the employer faces fines ranging from $550 to $1,100. The E-Verify program raises concerns as to what constitutes constructive notice of an unauthorized worker, and whether a non-confirmed worker can continue to work if they provide additional non-SSN-related EADs.
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108 Since February 2006, only electronic registration of E-Verify is available.
109 I-9 Telephonic Seminar (Feb. 22, 2006), G. Ratliff, Chief of the USCIS Verification Division. Limiting the registration of E-Verify to hiring sites will prevent multi-national employers from having to use E-Verify on all new hires worldwide. Hiring sites are defined as locations at which the company processes new hires.
110 E-Verify Memorandum of Understanding, www.uscis.gov/files/native documents/MOU.pdf, at 4. (“Employer agrees not to use the E-Verify procedures for re-verification, or for employees hired before the date this MOU is in effect.”). The limited scope of E-Verify to only new hires is a reflection of IRCA’s requirements to verify employment authorization of new hires. Certainly, the scope of E-Verify in the future could extend to existing employees as proposed in H.R. 4437, 109th Cong. (2005).
114 IIRAIRA §403.
116 E-Verify Memorandum of Understanding, www.uscis.gov/files/native documents/MOU.pdf, at 4. Note if an SSA tentative non-confirmation is a result of a citizenship mismatch, the employee may call DHS to resolve the issue instead of visiting SSA.
117 Id.
118 IIRAIRA §403(a)(4)(C)(iii).
119 IIRAIRA §403(a)(4)(C)(ii). An employer will have violated INA §274A(a)(1)(B) and will be subject to the fines stipulated in INA §274A(e)(5).
E-Verify Burdens on Employers

Employers that register with E-Verify are required to enter information about the company, determine which method they will use to access the system, and sign a Memorandum of Understanding (MOU). An E-Verify user manual and video is also available online for employers and attorneys who have questions about the system. \(^{120}\) Note that the employer must take certain steps which go beyond the normal obligations of an employer completing an I-9. An employer participating in E-Verify is required to obtain an SSN from their employee. If an employee presents a permanent resident card, employment authorization card, or a foreign passport, the employer must make a copy to compare with the E-Verify photo tool.

Timeliness and Accuracy of E-Verify

Of the queries submitted to E-Verify, 92 percent are handled by SSA and only 8 percent are passed along to DHS, which is responsible for verification for noncitizens. \(^{121}\) USCIS notes that accuracy has improved and currently 98.81 percent of all submissions are automatically verified as work authorized, up from 83 percent in 2002 and 94.7 percent in 2007. \(^{122}\). The percentage of initial tentative non-confirmations that later result in work authorizations only constitute 0.01 percent of all E-Verify submissions. \(^{123}\)

Secondary verifications are performed by USCIS employees who manually verify employment authorization. \(^{124}\) The majority of secondary verifications by USCIS are typically resolved within 24 hours, but some queries may take up to two weeks. \(^{125}\) Previous studies indicated that E-Verify may have growing pains, as more and more employers registered particularly in the secondary verification. Note that SSA requires a physical visit to a local office to resolve a tentative non-confirmation. \(^{126}\)

DHS has made efforts to shorten the time required to update the system on changes in immigration status. \(^{127}\) Previously, data on new immigrants was often unavailable for six to nine months. \(^{128}\) Now, information is typically available for verification within 10 to 12 days of arrival in the United States. \(^{129}\)

In an effort to improve the accuracy of E-Verify, in 2011, USCIS introduced an employee self-check process. \(^{130}\) It allows employees to confirm their work authorization status in E-Verify after the worker authenticates his or her identity. In addition to providing basic biographical information, the worker will be asked two to four “knowledge-based questions” based on information collected by third party financial institutions such as their bank transaction history, mortgage payments, or past addresses.

Weaknesses in E-Verify

Former USCIS Director Emilio Gonzalez conceded “the E-Verify system is not fraud-proof and was not designed to detect identity fraud.” \(^{131}\) E-Verify cannot detect when workers are using another person’s name and SSN. \(^{132}\) As long as an unauthorized worker presents documents containing valid information, E-Verify will verify the employee as work authorized. \(^{133}\) On September 25, 2007, USCIS launched photo capabilities
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\(^{122}\) www.uscis.gov.

\(^{123}\) Id.

\(^{124}\) Id.

\(^{125}\) Id.

\(^{126}\) Social Security Act §205(c)(2)(B)(ii). SSA has different standards of evidence, SSA must confirm true identity.


\(^{129}\) Id.


\(^{133}\) Id.
which display the identity photo of 17 million EAD and green cards to assist employers in detecting fraud.\textsuperscript{134} USCIS has approached state DMV offices about sharing state drivers’ license photos through the RIDE program. Currently five states participate—Mississippi, Florida, Idaho, Iowa, and Nebraska. In December 2008, DHS signed a Memorandum of Agreement with DOS to share passport data and photographs from DOS records, and in February 2009, USCIS began incorporating passport data into E-Verify in order to check citizenship status.\textsuperscript{135} As of November 10, 2010, E-Verify Photo Tool now includes passport photos in addition to the 15 million EADs or Permanent Resident Cards (green cards).\textsuperscript{136} In late 2013, USCIS added a fraud detention tool that will lock out SSNs that appear to have been misused.

Despite the additional effort required for E-Verify, participation will not immunize employers from I-9 compliance audits, nor will it preclude the possibility of a raid. Swift & Co. had tried unsuccessfully to head-off the raids after company records were subpoenaed by ICE.\textsuperscript{137} In December 2006, company lawyers were denied a court injunction against the raids. A December 2010 study by Westat commissioned by DHS found that as of 2009, only 3 percent of all U.S. employers participate in E-Verify.\textsuperscript{138} Employers who are concerned about E-Verify data being used to target employers for I-9 audits may have reason to worry. In December 2008, ICE and USCIS entered into a formal information sharing agreement.\textsuperscript{139} The USCIS Verification Division will notify the ICE Worksite Enforcement Unit of incidences or patterns of “misuse, abuse, or fraudulent (E-Verify) use, the employment of unauthorized aliens, and the failure to use E-Verify all (on new hires) as required under the E-Verify MOU.” E-Verify is particularly interested in monitoring employers with a high incidence of uncontested tentative non-confirmations, as this is often an indicator of employers that are using the E-Verify system for prescreening.\textsuperscript{140}

There is a lack of clarity as to the depth and frequency of the information sharing, but any employer seeking to register and use E-Verify needs to be aware of the potential liability. The Government Accountability Office (GAO) has recognized that E-Verify data could potentially be used for ICE worksite enforcement operations.\textsuperscript{141} While ICE has no direct role in monitoring the use of E-Verify,\textsuperscript{142} it has requested and received pilot program data from USCIS on specific employers who participate in the program and are under investigation.\textsuperscript{143}

ICE officials have also stated that the program data could help target employers who do not follow program requirements. For instance, if the same SSN is submitted repeatedly through E-Verify, concerns may be raised about whether employees at that site are fraudulently using SSNs and whether unscrupulous employers are blindly accepting them. This usage by ICE may be considered unlawful because the information is being used not to determine whether an individual is an unauthorized foreign national, but to target other employees who may be associated with the same employer.\textsuperscript{144} As of October 2012, E-Verify officials state that they have conducted 48 desk reviews, off-site reviews of an employer’s E-Verify records and practices, such as the failure to print tentative non-confirmations.

\begin{footnotesize}
\begin{enumerate}
\item Congressional Testimony of Michael Aytes, Acting Deputy Director for USCIS. “Priorities Enforcing Immigration Law,” (Apr. 3, 2009).
\item M. Cooper, “Lockdown in Greeley,” The Nation (Feb. 26, 2007).
\item Available at AILA Doc. No. 11020362. “Many policymakers have looked for ways to reduce unauthorized employment, including State law mandates to participate in E-Verify for all employers (in Arizona and Mississippi).”
\item www.uscis.gov/files/nativedocuments/USCIS-ICE-E-Verify MOA.pdf.
\item “AILA E-Verify Liaison Meeting Summary (6/7/10),” AILA Doc. No. 10091362.
\item USCIS maintains the E-Verify Program.
\item INA §274A(d)(2)(C). “Any personal information utilized by the system may not be made available to government agencies, employers, and other persons except to the extent necessary to verify that an individual is not an unauthorized alien.”
\end{enumerate}
\end{footnotesize}
**Federal Contractors and E-Verify**

In November 2008, DHS published a final rule requiring some federal contractors to use E-Verify, in response to President Bush’s issuance of Executive Order 12989 on June 6, 2008. Unless exempt, federal contracts awarded under the Federal Acquisition Regulations after September 8, 2009, must include a clause committing government contractors to use E-Verify. Exempt from the final rule are (1) contracts with a value of less than $100,000; (2) contracts to be performed in a period of less than 120 days; (3) contracts in which all work is to be performed outside the United States; and (4) contracts that include only commercially available off-the-shelf items. Subcontracts for services or construction with a value of $3,000 or more must also include E-Verify obligations if the prime federal contract includes the E-Verify clause.

Prior DHS policy permitted E-Verify to be used only on new hires. Under the 2008 final rule, federal contractors and subcontractors must use E-Verify for all new hires, and for all existing employees assigned to the federal contract. Existing employees who are assigned to the contract must be screened through E-Verify within 90 days of the contract award. A company awarded a contract with the federal government must enroll in E-Verify within 30 days of the contract award date.

**IMAGE Program**

The ICE Mutual Agreement between Government and Employers (IMAGE) program was introduced in July 2006 as a cooperative best-practices program for employers. Under the program, ICE reviews an employer’s hiring practices and policies and recommends ways to correct compliance issues. The program requires nine best practices including participation in E-Verify as well as a mandatory ICE audit of current I-9 forms. Other best practices include: (1) semi-annual external audits; (2) establishing internal training on I-9s and fraudulent use of documents; (3) creating a no-match letter protocol; (4) establishing a self-reporting procedure for any violation; (5) assessing compliance of sub-contractors; (6) creating a tip line; and (7) ensuring practices are not discriminatory. As you can imagine the program is not terribly popular. As of November 2008, there were only 46 employers participating in IMAGE nationwide. Due to the lack of popularity of IMAGE, ICE introduced the IMAGE associate program which allows an employer to defer the ICE I-9 audit for a two-year period. As of February 2014, approximately 250 employers are listed as IMAGE members on ICE’s website.

Once an employer has registered and implemented ICE’s best hiring practices, they will be deemed “IMAGE-certified.” No regulations or statutes have been issued on IMAGE, but ICE intends to release regulations on IMAGE. ICE states on its website that it will waive potential fines if substantive errors are found on less than 50 percent of the member-employers I-9s. ICE will mitigate or limit fines to the statutory minimum of $110 when more than 50 percent of the employer’s I-9 forms contain substantive errors. In addition, companies who undergo a civil audit as part of IMAGE will be given a two-year waiver of any additional audits.

Perhaps one of the largest benefits to participating in IMAGE is the decreased risk of raids, and if undocumented workers are found through ICE audits, an employer may be given more time to dismiss and transition to new workers. ICE has stated that it “will attempt to minimize disruption of business operations resulting from a company’s self-disclosure of possible violations.” The Swift raids demonstrate that civil and criminal fines
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146 The final rule was originally scheduled for implementation on Jan. 15, 2008, but was delayed to Feb. 20, 2009, as a result of litigation brought by the chamber of commerce and other business groups. The effective date of the final rule requiring certain federal contractors and subcontractors to use E-Verify was delayed until Sept. 2009.
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may not be the most critical liability that an employer may face. One day of lost production cost Swift an estimated $20 million and another $10 million to find replacement workers.

Social Security Number Verification Service

SSA provides an online and phone-based social security number verification system (SSNVS). The online SSNVS began in December 2004, and allows registered employers to verify 10 names and SSNs online and receive results immediately. The online SSNVS system also allows employers to upload batch files of up to 250,000 names and SSNs and usually receive results the next government business day. The primary purpose of SSNVS is to ensure accurate wage reporting on W-2 statements. The W-2 provided by the employer must match SSA’s records in order for the employee’s wage and tax data to be properly posted to their earnings record.

Unlike the E-Verify program, SSNVS can be used on new hires as well as current employees. SSNVS is not intended to determine employment authorization, and employers should not take punitive action against employees on the basis of a no-match. If an employer elects to use the system, they may acquire knowledge of the identity or employment authorization of an employee that would arguably prompt further investigation. An employer may not use the system as a new hire screening tool for job applicants and is subject to Privacy Act sanctions for misuse of the system.

EMPLOYEE ISSUES

REAL ID Act and Driving Privilege Cards

The REAL ID Act, having passed the House and Senate without hearings or testimony, was intended to have a significant impact on the ability of many lawful immigrants to obtain proper employment authorization. REAL ID requires that after May 11, 2008 (although states could seek extensions until May 11, 2011), all states must require driver’s license applicants to provide: (1) proof of an SSN or verification that the person is ineligible for one; and (2) proof that the applicant is legally present in the United States. The state must then verify each of the documents with the issuing agency. If a state fails to require these documents, the state-issued identification card would not be accepted as valid identification by the federal government. Many states are passing joint resolutions opposing REAL ID. Other states have made it increasingly difficult for immigrants to obtain driver’s licenses.

Claim to U.S. Citizenship

It is unclear whether checking the citizenship/national box on an I-9 form qualifies as a false statement of U.S. citizenship to obtain “a benefit” under the INA. In an unpublished decision, the Board of Immigration Appeals (BIA) found that merely checking the “citizen or national” box on the I-9 is insufficient, without more, to support a false claim to citizenship charge. The BIA found no clear and convincing evidence demonstrating that the worker intended to represent himself as a U.S. citizen rather than a U.S. national and
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153 Phone verification can be accessed at 1-800-772-6270.
154 Social Security Act, §232, 42 USC §432, authorizes SSA to collect wage and tax information and to supply it to the Internal Revenue Service. The Privacy Act, 5 USC §552a(b)(3), provides the authority to disclose personal information without consent in certain “routine” use situations. SSA’s disclosure regulations mirror the Privacy Act criteria. See 20 CFR §§401.25 and 401.110. Finally, the “Blue Book” explains the routine uses the SSA will employ under the Privacy Act authority.
156 Id.
159 Id.
decided that removal under INA §212(a)(6)(C)(ii) was not justified. Federal appellate courts, however, have concluded that an alien who falsely represents himself to be “a citizen or national of the United States” on a Form I-9 to obtain private employment has made a false claim of U.S. citizenship “for any purpose or benefit under” the INA.

All U.S. citizens are also nationals of the United States, but instances of national status without U.S. citizenship are limited. U.S. nationality is bestowed on persons born in or having ties with “an outlying possession of the United States,” including American Samoa and Swains Island. Proof of national status would be indicated on a passport.

**False Statement**

Prior to the passage of IIRAIRA, incorrectly marking U.S. citizen/national in Section 1 was not regarded as a violation of INA §274(c). IIRAIRA makes it a crime to knowingly make a false statement as to a material fact in any application or document required under the INA, or to knowingly present any such application or document that contains a false statement or that “fails to contain any reasonable basis in law or fact.” The Eighth Circuit found a noncitizen ineligible for adjustment because at the time that the box was marked, there was no reasonable basis in fact or law to a claim for either national or citizenship status. Moreover, under INA §245(c), a foreign national, other than an immediate relative or specified special immigrant, who accepts or continues unauthorized employment, is disqualified from adjustment of status.

**CONCLUSION**

While we may see a shift away from well-publicized ICE raids to low profile audits resulting in civil fines against egregious employers, worksite enforcement will remain a cornerstone of comprehensive immigration reform. As with IRCA, which legalized millions of workers while imposing new obligations on employers, any new immigration reform bill will likely impose a higher standard of due diligence for employers. With the government’s continued enforcement efforts, simple precautionary measures—such as internal audits and strict compliance with I-9-related regulations—are now more important than ever.

**FREQUENTLY ASKED QUESTIONS FROM EMPLOYERS**

**Should an Employer Accept Documents that Have Names Swapped (John Doe and Doe John)?**

During the I-9 process, the employer must ensure that identity and employment authorization documents relate to the individual and are reasonably genuine. The employer may reject a document if in the exercise of reasonable business judgment, it is determined that the document does not relate to the individual, such as where the name on the identity document does not match the employment authorization document.

If the employer chooses not to accept the documents, the new hire may: (1) select a different document to establish identity or employment authorization; or (2) obtain a new document with a name that does match. If the employee applies for a new document (i.e., driver’s license) within three business days of hire, he or she
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164 INA §101(a)(22).
165 INA §308.
166 INA §101(a)(29).
167 8 USC §1452(b)(1).
169 18 USC §1546, as amended by §214 of IIRAIRA.
170 Ateka v. Ashcroft, 384 F.3d 954 (8th Cir. 2004).
171 INA §245(c). If an immediate relative, see INA §201(b).
172 New legislation may include increased civil and criminal penalties, as well as mandatory participation in E-Verify, as proposed in the 2005 Senate and House immigration bills.
173 8 CFR §274a.2(b)(1)(v).
should present the receipt of the application for the document to the employer. The employer should record the receipt document in lieu of the actual document. The employee must present the actual document to the employer for inspection within 90 days of hire.\textsuperscript{174}

In exercising reasonable business judgment, the employer should uniformly apply the same standard. The OSC will not find discrimination on the basis of ethnicity or nationality, if the policy not to accept swapped documents is applied consistently. If the employer chooses not to accept two documents, one with the name John Smith, and the other document with Smith John, then it should reject all documents where the last name and first name are reversed.

\textit{Should Employers Make Copies of the Employment Authorization and Identity Documents?}

IRCA does not require employers to make copies of the supporting documentation, although some states do mandate the copying of identity and employment authorization documentation.\textsuperscript{175} However, if employers choose to make copies, they must do so for all new hires regardless of citizenship or national origin and those copies should be kept with the I-9.\textsuperscript{176} Employers should be mindful that copies of supporting documentation could reveal errors in recording the document information in Section 2 of the I-9. On the other hand, employers would have greater ease in conducting internal audits to ensure that documents were recorded properly and to determine when re-verification is necessary. If an employer chooses to stop copying I-9 supporting documentation, a company-wide memo should be sent out to mark the end of the copying and ensure uniform compliance.

\textit{When Can the Verification Systems Be Used?}

Except for certain federal contractors, the E-Verify system may only be used on new hires within three days of hire, not on current employees. Workers who were hired before the employer entered into the MOU may not be verified, nor may prospective employees be screened through the system.

The SSNVS may be used on current employees as well as new hires, but only to verify employee names and SSNs for wage reporting purposes. Registered employees also enter into an agreement with SSA as to the proper use and disclosure of the information.

\textit{How Do the Two Verification Systems Differ?}

E-Verify is administered by USCIS, and is intended to verify employment authorization. The SSNVS is only intended to verify social security information to provide accurate W-2 statements. A no-match through SSNVS alone should not prompt an employer to take punitive action against an employee. Both E-Verify and the SSNVS use data provided by SSA, but E-Verify goes a step further by checking the immigration status of noncitizens.

\textit{May an Employer Continue to Employ a Worker Who Has Notified It that His or Her Past I-9 Documentation Was Invalid and that He or She Now Has Valid Documents?}

It depends on whether the employer has a policy to terminate employees who have lied or committed fraud in the hiring process. If the employer has such a policy in place, it may choose to terminate the employee, but must do so consistently in similar situations.\textsuperscript{177} The employer may also elect to continue to employ the worker once new I-9 documents are recorded, as the employer did not knowingly employ an unauthorized noncitizen.

\textsuperscript{174} 8 CFR §274a.2(b)(1)(vi).
\textsuperscript{175} 8 CFR §274a.2(b)(3).
\textsuperscript{176} Id.
\textsuperscript{177} Garcia-Contreras v. Cascade Fruit Co., 9 OCAHO No. 1090 2003, OCAHO Case No. 02B00008 (Feb. 4, 2003). The Office of the Chief Administrative Hearing Officer (OCAHO) did not find discrimination where the employee had given Cascade falsified documentation in 1994, attained legal documentation and status in 2000, but was fired for violating the dishonesty policy.
Can a Worker Without an SSN Be Hired?

The I-9 Form instructions specifically note that the employee is not required to provide a social security number unless the employer is participating in E-Verify.

Employers often raise the issue of how to pay workers who do not have a social security card. Neither the Internal Revenue Code nor IRCA require an employee to possess an SSN to begin work. They simply require that an application for an SSN (SS-5) be made within seven days of commencing employment for taxable wages. An employer may request to see a social security card on the first day of work. However, this request should be made separately from the I-9 process, because a request to see a specific document may constitute document abuse.

In lieu of a social security card, the employee may provide a receipt acknowledging that an application for an account number has been received or a signed statement from the employee stating the employee’s full name, present address, date and place of birth, father’s full name, mother’s full name before marriage, the employee’s gender, and the date and place the employee filed an SS-5 application.

If the employee has applied for a card but has not received the card, then 000-00-000 may be entered into the payroll software to generate a paycheck. When the employee receives a social security card, he or she must present the document. A Form W-2c (corrected wage and tax statement) may be filed to show the employee’s correct SSN.

Typically, SSA takes about a week or two to process an SS-5 application, although sometimes there may be delays lasting several months.

Should an Employer Conduct an I-9 Internal Audit?

Yes. I-9s are often administered by a variety of managers and employees with limited training. An audit will provide an indication of good faith compliance with IRCA, which will be the primary defense in case of a civil fine or criminal prosecution. Other indications of good faith compliance would include annual training for the employer agents who consistently handle I-9s, as well as standard policies for re-verification and I-9 processes. Internal audits allow employers the opportunity to review the I-9s at their own pace as opposed to the 10-day notice that is provided before an ICE audit.

During the I-9 audit, at no point should the employer discard or white-out mistakes on previous I-9 forms. Corrections or additions should be initialed and dated. The primary focus of any internal audit should be on ensuring that all current and recent employees have a completed I-9. This can be done easily by comparing payroll records against I-9 records. Copies of identity documents that have been retained should match the recorded information. If an employee has indicated temporary work authorization in Section 1, the employer should re-verify when appropriate.

Must an Employer Verify the Employment Authorization of Independent Contractors or Laborers Provided by an Independent Contractor?

No. Independent contractors are one of the three categories of workers exempt from I-9 verification: (1) grandfathered employees hired before November 7, 1986; (2) independent contractors; and (3) casual domestic workers who perform sporadic, irregular, or intermittent service in private homes. Whether a worker is

---

178 Section 7 of the Privacy Act.
179 IRAIRA §403(a)(1)(A).
180 26 CFR §31.6011(b)(2).
181 26 CFR §31.6011(c).
182 INA §274B(a)(6).
183 DOJ OSC settled a document abuse case with Hoover Vacuums for $10,200 after re-verifying permanent residents whose cards had expired. Similarly a logging company in Oregon agreed to pay $15,200 in back wages to a former employee after requesting an unexpired permanent resident card for I-9 purposes.
186 26 CFR §31.6011(b)–6012(b)(2).
187 Social Security W-2 Reporting Instructions and Information Answer, ID 377 (July 31, 2006).
considered an independent contractor will be determined on a case-by-case basis. Factors to be considered include, but are not limited to whether the individual or entity supplies the tools or materials; makes services available to the general public; works for a number of clients at the same time; has an opportunity for profit or loss as a result of labor or services provided; invests in the facilities for work; directs the order or sequence in which the work is to be done and determines the hours during which the work is to be done.\textsuperscript{188}

While employers are not required to complete I-9s for independent contractors or laborers provided by contractors, employers may not use independent contractors in order to circumvent immigration laws.\textsuperscript{189} Employers may still be held liable if they have constructive knowledge of unauthorized employment. Constructive knowledge includes knowledge that a reasonable and prudent employer should know. For example, an employer may have a duty to investigate further if laborers provided by independent contractors are subjected to substandard working conditions or wages as the employer may be using unlawful workers to gain a competitive advantage in contract bidding.

An argument has been made that if a company requires a contractor to complete I-9s and has the ability to inspect I-9s, the company may have established sufficient controls over the contractor that would create direct liability for any undocumented workers hired by the contractor.\textsuperscript{190}

\textbf{What Should an Employer Do if: (1) A Worker Provides the List A Permanent Resident Card or Another Non–SSN List A Document; (2) Receives a Social Security No-match Letter; and (3) The Worker Continues to Assert that the SSN Provided Is Valid?}

Employers should resolve all no-match letters as they occur by: (a) checking the reported no-match information against their personnel records; (b) informing the employee of the no-match letter; (c) asking the employee to confirm his/her name/SSN reflected in the personnel records; (d) advising the employee to contact the SSA to correct and/or update his or her SSA records within a reasonable period of time; and (e) reviewing any document the employee provides to show resolution of the no-match.

\textbf{What Liabilities Might a Successor Corporation Inherit?}

Generally, in cases involving a corporate reorganization, merger, or sale of stock or assets, no new I-9 is necessary so long as the employer obtains and maintains the previous employer’s I-9s.\textsuperscript{191} A successor employer is exempt by regulation from completing I-9s where the predecessor employer has fulfilled that obligation.\textsuperscript{192} An employer that has acquired a business and retains the predecessor’s employees is neither expected to dispose of I-9s previously executed, nor required to execute new I-9s. However if the succeeding company chooses to retain the old I-9s rather than completing new ones, the succeeding company will be liable for any omissions and defects in the original I-9s.\textsuperscript{193} Ultimately, the successor employer may choose to complete new I-9s for all employees to ensure proper completion.

\textbf{Must a Paid Recruiter Complete an I-9?}

The recruiter must ensure that an I-9 is completed within three days of hire, not three days of referral, but a recruiter may designate the employer as an agent responsible for completing the I-9.\textsuperscript{194} If an agent is designated, the recruiter only needs to keep a copy of the I-9. A temporary agency that directly pays the worker would fall under the category of an employer, as opposed to a recruiter, and would be required to complete an I-9.

\begin{footnotes}
\item[188] 8 CFR §274a.1(j).
\item[189] INA §274A(a)(1).
\item[191] 8 CFR §274a.2(b)(1)(viii)(A)(7): “An individual continues his or her employment with a related, successor, or reorganized employer, provided that the employer obtains and maintains from the previous employer records and Forms I-9 where applicable ….”
\item[192] Id.
\item[194] 8 CFR §274a.2(b)(1)(iv).
\end{footnotes}
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SUMMARY OF STATE LAW CHANGES

Numerous states across the U.S. have either enacted or are considering bills relating to worksite enforcement and employment eligibility verification requirements. The following states have passed legislation, but note that this list is not exhaustive as new legislation is regularly introduced:

Alabama HB 56—Effective April 1, 2012, all employers must use E-Verify to verify the employment eligibility of all newly hired employees (January 1, 2012 for all contractors). Violations may result in the revocation of business licenses.

Arizona Ariz. Rev. Stat. §23-211-214—Effective January 1, 2008, all Arizona employers must participate in E-Verify. The state may suspend or revoke the business license for employers who knowingly employ undocumented workers. Both provisions were upheld by the U.S. Supreme Court in 2011. Chamber of Commerce v. Whiting, 558 F.3d 856 (2011). All public contractors, subcontractors, and employers receiving a grant, loan, or incentive are required to use E-Verify beginning September 30, 2008.

Arkansas Ark. Code 19-11-105—Enacted March 1, 2007, requires state contractors and subcontractors for services greater than $25,000 to certify that it does not employ or contract an undocumented worker. If a contractor violates the provisions and does not remedy the violation within 60 days, the state will terminate the contract.

California—Unemployment Insurance Code, Division 3 Part 1, Chapter 2, Article 2, Sections 9601.1–.7 require public employers and their agents to comply with IRCA. Effective October 9, 2011, the State and any cities, counties and special districts may not require private employers to use E-Verify as a condition of receiving a government contract, applying for or maintaining a business license or as a penalty for violating licensing or other similar laws. Employers may use E-Verify voluntarily or as required by federal law. Cal. Lab. Code §2811-2812.

Colorado C.R.S. §§8-17.5-101 & 102 Illegal Aliens—Public Contracts for Services—Effective August 7, 2006, employers with public contracts for services with state or local government must use E-Verify for new hires. Violators will have public contracts terminated and be publicly posted on the secretary of state’s website for two years.
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Colorado C.R.S. §25-46-105.3—Effective October 1, 2006, requires contractors to verify the work status of employees before applying for economic development incentive awards. Contractors receiving awards and later found to employ unauthorized workers must repay the award and will be ineligible for another award for five years.

Colorado C.R.S. §8-2-122—Effective January 1, 2007, all employers must complete an Affirmation of Legal Work Status for each new hire within 20 days of hire. Employers also must keep a written or electronic copy of the employee’s Form I-9 identity and employment authorization documents for as long as the employee is employed. The law also tasks the Department of Labor and Employment with investigating unlawful employment of undocumented workers. Civil fines go up to $5,000 for a first offense but may be increased to $25,000 for second and subsequent offenses.


Georgia HB 87—Phases in mandatory use of E-Verify as follows: effective January 1, 2012, all public employers, contractors and subcontractors and private employers with 500 or more employees; effective July 1, 2012, private employer with more than 100 but fewer than 500 employees; effective July 1, 2013, employers with between 11 and 99 employees. Private employers with 10 or fewer employees are exempt from the E-Verify requirement.

Hawaii HB 1750—Act 052. Signed May 3, 2007, requires all persons seeking employment with the government of the state or in the service of any county to be citizens, nationals, or permanent residents, or be eligible for unrestricted employment in the United States.

Idaho Exec. Order 2009-10—Effective July 1, 2009, state agencies and contractors who provide workers to the state must have procedures to verify that all employees are legally eligible to work.

Illinois 820 ILCS 55/12 et. seq. (Senate Bill 1133)—Effective January 1, 2010, use of E-Verify is permitted but not mandatory. Any employer that uses E-Verify must be familiar with the system requirements. A $500 penalty per employee may be sought against employers who willfully or knowingly violate this provision.

Indiana IC 4-3-22-17—Effective July 1, 2011, state agencies, political subdivisions, contractors with public contracts and certain business entities must use E-Verify for newly hired employees.

Louisiana Act 402—Effective January 1, 2012, all private businesses must use E-Verify or keep copies of photo IDs and either a birth certificate, naturalization certificate, certificate of citizenship, alien registration receipt care or Form I-94 immigration form. Act 376—Effective January 1, 2012, private contractors seeking business with a state or local government must use E-Verify. Act 142 – Effective May 14, 2012, clarifies the types of public works contracts for which E-Verify must be used.

Massachusetts Exec. Order 481—Effective February 23, 2007, any employer contracting with the executive branch of the state must warrant that it does not knowingly use unauthorized workers, or recklessly engage in document fraud.

Michigan Act 200—Effective June 26, 2012, contractors and subcontractors of the transportation department are required to use E-Verify.

Minnesota Minn. Stat. 16C.075—Effective June 1, 2011, state contractors and subcontractors with contracts greater than $50,000 are required to use E-Verify and certify compliance with IRCA.

Mississippi Senate Bill (SB) 2988—Makes it a felony for any individual to “accept or perform employment for compensation knowing or in reckless disregard” that the person is an unauthorized noncitizen. Employers will be required to use E-Verify under a phased process starting July 2008, for 250 or more employees, and all employers starting July 1, 2011.

Missouri HB 1549—Effective January 1, 2009, public employers and contractors and subcontractors seeking public contracts over $5,000 must use E-Verify. Although private employers are not required to use E-Verify, the law provides an affirmative defense for those who do when charged with knowingly hiring an unauthorized alien.
Nebraska Law 403—Effective October 1, 2009, public entities and contractors and subcontractors performing contracts awarded by a public employer must use E-Verify on new employees performing services in Nebraska.


North Carolina HB 36—Effective October 1, 2011, phased in mandatory use of E-Verify as follows: October 1, 2011 for all public employers; October 1, 2012 for private employers with 500 or more employees; January 1, 2013 for employers with between 100 and 499 employees; July 1, 2013 for employers with between 25 and 99 employees. All state agencies, offices and universities were required to verify employment eligibility of all employees hired through E-Verify beginning January 1, 2007.

Oklahoma HB 1804—Beginning November 1, 2007, all public employers must use E-Verify. Public contractors must begin screening new employees starting July 1, 2008. On June 4, 2008, the U.S. District Court for the Western District of Oklahoma issued an injunction barring the state from enforcing the law. The Tenth Circuit upheld the E-Verify mandate, but denied other provisions as federally pre-empted: making it discriminatory for an Oklahoma employer to replace a U.S. worker with an undocumented worker.

Pennsylvania Act 127—Effective January 1, 2013, public works contractors and subcontractors must verify employment eligibility through E-Verify.

Rhode Island Exec. Order 11-02—Effective January 5, 2011, public employers and contractors are no longer required to use E-Verify (repealed Exec. Order 08-01 that was effective March 27, 2008).

South Carolina Act 69—Effective January 1, 2012, requires all private employers to use E-Verify. Employers may no longer confirm workers’ employment authorization with a driver’s license or state ID card.

Tennessee Public Chapter No. 436—Effective January 1, 2012, all employers must use E-Verify for new employees or request new hires to provide a valid state issued driver’s license or photo ID card or other documents such as a U.S. birth certificate, passport or other government issued work authorization document, to be phased in as follows: January 1, 2012, all government agencies and private employers with 500 or more employees; July 1, 2012, private employers with between 200 and 499 employees; January 1, 2013, private employers with between 6 and 199 employees.

Texas HB 1196—Effective September 1, 2007, restricts the use of certain public subsidies to employ undocumented workers. A public agency, state or local taxing jurisdiction, or economic development corporation shall require a business that submits an application to receive a public subsidy to include in the application a statement certifying that the business, or a branch, division, or department of the business, does not and will not knowingly employ an undocumented worker.

Utah SB 251 Substitute—Effective July 1, 2010, employer private employer with 15 or more employees is required to use E-Verify for new hires, with the exception of foreign nationals with H-2A or H-2B visas. SB 81 and SB 251—Effective July 1, 2009, requires all state employers and contractors with the state or a political sub-entity to use a status verification system (E-Verify).

Virginia HB 737—Effective December 1, 2012, state agencies must use E-Verify for each newly hired employee. SB 1049—Effective December 1, 2013, state contractors with more than 50 employees entering into a contract for more than $50,000 must use E-Verify. HB 1298—Effective July 1, 2008, a business may lose its business license (loss of charter) for at least one year if it commits a pattern and practice of IRCA violations. Public contractors for good or services must certify compliance with IRCA.

West Virginia SB 70—Effective June 18, 2007, increases the civil penalties for knowingly hiring undocumented workers and creates a state criminal penalty of misdemeanor and civil fines up to $10,000 per violation. The state Department of Labor Commissioner may suspend or revoke any contractor licenses held by the employer based on immigration violations.